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ZOOMING INTO RISK DURING COVID-19
Many businesses have become increasingly dependent on video-teleconferencing (“VTC”) platforms (such as Zoom) in order to stay
connected during the COVID-19 pandemic. Unfortunately, this technology is susceptible to hacking attempts and cybersecurity attacks.

The FBI has noted an increase in reports of virtual hijacking through VTC platforms (referred to as “Zoom-bombing” even when attacks are
made to other VTC platforms) and have since published guidelines to use Zoom and other VTC platforms in a more secure manner. Learn
how to avoid potential hacking attempts in our full article here: https://bit.ly/34qXVnq.
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